


08:00 - 09:00

09:00 - 09:30

09:30 - 10:00

10:00 - 10:30

10:30 - 11:00

11:00 - 11:30

11:30 - 12:00

12:00 - 12:30

12:30 - 14:00

Registration

Opening ceremony

   François Jubinville, Deputy Permanent Representative of 
Canada to the OAS
   Alexis Ludwig, Deputy Permanent Representative 

of the United States to the OAS
   Farah Diva Urrutia, Secretary of Multidimensional Security, OAS  

Security and the Cloud 
Stephen Schmidt, Chief Information Security Officer 
(CISO), Amazon Web Services (AWS)

Redifining and Breaking Paradigms in Cybersecurity: 
Lessons Learnt from Spain
Alberto Hernandez, Executive Director, Spanish 
National Cybersecurity Institute (INCIBE)

Networking

Cybersecurity Need you more than ever!
Hernan Armbruster, Vice President, Americas and 
Hybrid Infrastructure Protection at Trend Micro

Attacks against the Financial System: How to Protect it and be Resilients?
Antonio Ramos, Director of Content and Presenter of Mundo Hacker TV

Protecting Critical Infrastructure against Emerging Cyber Threats 
Leonardo Huertas (Samurai Blanco), CEO, Bushido Security 
and Team Member of Mundo Hacker Colombia 

Lunch

#OEACyberSimposio182

Agenda

Tuesday, September 25th
DAY 1

OAS Main Building
Hall of the Americas



14:00 - 14:30

14:30 - 15:00

15:00 -.15:30

15:30 - 16:00

16:00 - 16:30

16:30 - 17:30

17:30

Revolutionizing and Securing your organization
Ximena Cisternas, Corporate Manager of 
Information Security, Falabella Group

Cybersecurity in the Latin America and Caribbean Banks
Jose Manuel Lopez Valdes, President of the Latin 
American Bank Federation (FELABAN)

Nine cyber security best practices that will help you protect your institution
Juan Martinez, Managing Director, Society for Worldwide 
Interbank Financial Telecommunications (SWIFT)

Networking

Cyber-Attacks to the financial system: Understanding 
them and how to protect from them?
Andres Velazquez, Digital Forensics Expert, Founder & President of Mattica

Presentation of the report: State of Cybersecurity in the 
Banking Sector in Latin America and the Caribbean

   Belisario Contreras, Manager, Cybersecurity 
Program, OAS/CICTE Secretariat
   Barbara Marchirori de Assis, Cybersecurity 

Program Officer, OAS/CICTE Secretariat
   Orlando Garces, Consultant, OAS/CICTE Secretariat
   Jorge Bejarano, Consultant, OAS/CICTE Secretariat

Cocktail Reception Hosted by Amazon Web Services
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Agenda

Tuesday, September 25th
DAY 1

OAS Main Building
Hall of the Americas



#OEACyberSimposio184

08:00 - 13:00

13:00 - 14:00

14:00 - 18:00

18:00 - 19:00

Lunch

Networking

TRACK 1

Privacy and 
Human Rights

 
     Spanish

 
 Agustin Rossi 
 Megan Stifel

 Francisco Vera 
 Pablo Viollier

TRACK 2

Tools and 
Techniques for 
Investigating 
Digital Assets

     English
 

 John Dayton
 Larry Rogers

TRACK 3

Cyber Risk 
Management 

(Institutional Level)
 

     Spanish
 

 Marco Lozano 
 Daniel Firvida

TRACK 4

OSINT
 

     Spanish
  

 Julio Balderrama
 Mateo Martinez

TRACK 1

Privacy and 
Human Rights

 
     Spanish

 
 Agustin Rossi 
 Megan Stifel

 Francisco Vera 
 Pablo Viollier

TRACK 2

Tools and 
Techniques for 
Investigating 
Digital Assets

     English
 

 John Dayton
 Larry Rogers

TRACK 3

Cyber Risk 
Management 

(Institutional Level)
 

     Spanish
 

 Marco Lozano 
 Daniel Firvida

TRACK 4

OSINT
 

     Spanish
  

 Julio Balderrama
 Mateo Martinez

Room: TL-76 Room: 
Gabriela Mistral

Room: 
Ruben Dario Room: 756

GSB Building
One room per track 

Agenda

Wednesday, September 26th
DAY 2



Room: 604

08:00 - 13:00

13:00 - 14:00

14:00 - 18:00

18:00 - 19:00

Lunch

Networking

TRACK 6

CSIRT 
Management

 
     Spanish

 
 Santiago Paz 

 Ignacio 
Lagomarsino
 Omar Cruz

TRACK 7

CSIRT 
Management 
and Services

 
     Spanish

 
 Luis Fernandez 

 Sergio Perez
 Beatriz Casado

TRACK 8

Law 
Enforcement | 

Digital Forensics
 

     Spanish
 

 Gustavo Presman

TRACK 6

CSIRT 
Management

 
     Spanish

 
 Santiago Paz 

 Ignacio 
Lagomarsino
 Omar Cruz

TRACK 7

CSIRT 
Management 
and Services

 
     Spanish

 
 Luis Fernandez 

 Sergio Perez
 Beatriz Casado

TRACK 8

Law 
Enforcement | 

Digital Forensics
 

     Spanish
 

 Gustavo Presman
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Room: 
Padilha Vidal Room: 704 Room: 804

Agenda

Thursday, September 26th
DAY 2

GSB Building
One room per track

TRACK 5

Strategy 
Development, 

Implementation 
and Review 
     English

 Johanna Vazzana
 Rick Harris 

 Stacie Duhaney 
 Vanessa Graf

TRACK 5

Strategy 
Development, 

Implementation 
and Review

     English

 Johanna Vazzana
 Rick Harris 

 Stacie Duhaney 
 Vanessa Graf



#OEACyberSimposio186

08:00 - 13:00

13:00 - 14:00

14:00 - 18:00

18:00 - 19:00

Lunch

Networking

TRACK 1

Privacy and 
Human Rights

     Spanish

  Agustin Rossi 
 Francisco Vera 
 Pablo Viollier

 Tatiana Teubner 
 Adrian Acosta

TRACK 3

Cyber Risk 
Management 

(Institutional Level)
 

     Spanish
 

 Marco Lozano 
 Daniel Firvida

TRACK 4

OSINT
 

     Spanish
 

 Carlos Alvarez 

TRACK 1

Privacy and 
Human Rights

     Spanish

  Agustin Rossi 
 Francisco Vera 
 Pablo Viollier

 Tatiana Teubner 
 Adrian Acosta

TRACK 3

Cyber Risk 
Management 

(Institutional Level)
 

     Spanish
 

 Marco Lozano 
 Daniel Firvida

TRACK 4

OSINT
 

     Spanish
 

 Carlos Alvarez 

Room: TL-76 Room: 
Gabriela Mistral

Room: 
Ruben Dario Room: 756

GSB Building
One room per track 

Agenda

Thursday, September 27th
DAY 3

TRACK 2

Tools and 
Techniques for 
Investigating 
Digital Assets

     English
 

 John Dayton
 Larry Rogers

TRACK 2

Tools and 
Techniques for 
Investigating 
Digital Assets

     English
 

 John Dayton
 Larry Rogers
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08:00 - 13:00

13:00 - 14:00

14:00 - 18:00

18:00 - 19:00

Lunch

Networking

TRACK 6

CSIRT 
Management

 
     Spanish

 
 Santiago Paz 

 Ignacio 
Lagomarsino

TRACK 7

CSIRT 
Management 
and Services

 
     Spanish

 
 Luis Fernandez 

 Sergio Perez
 Beatriz Casado

TRACK 8

Law 
Enforcement | 

Digital Forensics
 

     Spanish
 

 Gustavo Presman

TRACK 6

CSIRT 
Management

 
     Spanish

 
 Mateo Martinez

TRACK 7

CSIRT 
Management 
and Services

 
     Spanish

 
 Luis Fernandez 

 Sergio Perez
 Beatriz Casado

TRACK 8

Law 
Enforcement | 

Digital Forensics
 

     Spanish
 

 Gustavo Presman

Room: 
Padilha Vidal Room: 604 Room: 704 Room: 804

Agenda

Thursday, September 27th
DAY 3

GSB Building
One room per track

TRACK 5

Strategy 
Development, 

Implementation 
and Review 
     English

 Johanna Vazzana
 Rick Harris 

 Stacie Duhaney 
 Vanessa Graf

TRACK 5

Strategy 
Development, 

Implementation 
and Review

     English

 Johanna Vazzana
 Rick Harris 

 Stacie Duhaney 
 Vanessa Graf



08:00 - 08:30

08:30 - 09:00

09:00 - 09:30

09:30 - 10:00

10:00 - 10:30

10:30 - 11:00

11:00 - 11:30

11:30 - 12:00

12:00 - 12:30

12:30 - 14:00

Registration

Keynote Address
The Honorable Luis Almagro, Secretary General, 
Organization of American States (OAS) 

Launch of SEGURINFO and Cybersecurity Awareness Month

   Russell Schrader, Executive Director of the 
National Cyber Security Alliance (NCSA) 
   Juan Jose Dell’Acqua, Executive Director of USUARIA

Securing your Financial Assets
Andre Salgado, LATAM Head of Information Security, Citi

Networking

How girls can hack and change the world as we know it
Soledad Antelada, Cybersecurity Engineer at DOE Lawrence Berkeley 
National Laboratory (LBNL) & Founder of GirlsCanHack

DNS Abuse: How organized criminal organizations are taking advantage of it?
Carlos Alvarez, Director of Security, Stability and 
Resiliency Engagement (SRR), ICANN

Crime Scene - Do not cross: We are analyzing digital fingerprints 
Gustavo Presman, Digital Investigator and Forensics Expert

Keynote Address
Jeanette Manfra,  Chief Cybersecurity Official 
U.S. Department of Homeland Security (DHS)

Lunch

#OEACyberSimposio188

Agenda

Friday, September 28th
DAY 4

OAS Main Building
Simon Bolivar Room



14:00 - 14:30

14:30 - 15:30

15:30 - 16:00

16:00 - 16:30

16:30 - 17:00

How to set the stage for the cyber future?: 
Give the right tools to the right people
Michael L. South II, Americas Regional Leader for the public sector’s Security 
& Compliance Business Development at Amazon Web services (AWS)

Pacific Alliance: Joining forces to Increase Trade 
Opportunities and Cybersecurity Capacities

   Marushka Chocobar, Secretary of Digital Government, 
Presidency of the Council of Ministers, Peru
   Santiago Pinzon, Executive Director of the Chamber of Digital Industry 

and Services at the National Business Association of Colombia (ANDI) 
   Mario de la Cruz Sarabia, President of the National 

Chamber of the Electronic Industry, Telecommunications 
and Information Technologies (CANIETI)
   Carlos Landeros, Director of the Red and Connectivity Program of Chile

Ministry of the Interior and Public Security of Chile
Moderator: Alison August Treppel, Executive Secretary, Inter-American 
Committee against Terrorism (CICTE), Organization of American States (OAS)

Networking

5 Steps to Build your Incident Response Capacities
Santiago Paz, Director of Information Security - AGESIC
Director and Founder of National Cert in Uruguay (CERTuy)

Keynote to be confirmed
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OAS Main Building
Simon Bolivar Room

Agenda

Friday, September 28th
DAY 4



OAS Cybersecurity Symposium
SPEAKERS
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Deputy Permanent 
Representative of 
Canada to the OAS

François Jubinville

François has been working for the Canadian Department 
of Global Affairs since 2006 and is currently the Deputy 
Head of Mission of the Permanent Mission of Canada 
to the OAS. He has held several positions in this 
Department, including in the North American relations 
sector and within the area responsible for consular 
crisis and security for Canadian missions abroad. He has 
also worked in government communications and as the 
Director of Inter-American Affairs.

Deputy Permanent Representative 
U.S. Mission to the Organization of 
American States

Alexis Ludwig

He began his posting as Deputy Permanent 
Representative at the U.S. Mission to the Organization 
of American States in August 2018. Since 2003, he 
has focused largely on Latin America participating on 
tours as deputy economic-political counselor in La Paz, 
and as political counselor in Lima, Buenos Aires, and 
Brasilia. Alexis returned to Washington in 2016 to serve 
as a career development officer in senior level.

Secretary for Multidimensional 
Security, Organization 
of American States

Farah Diva Urrutia

Ms. Urrutia came to the OAS following a distinguished 
career in public service in Panama. Ms. Urrutia served 
as the Principal Representative of the Government of 
Panama to the Permanent Council of the OAS, the Inter-
American Commission on Human Rights (IACHR) and 
the Inter-American Court of Human Rights. She was 
selected as one of Panama’s leaders for the IDB initiative 
“Mujeres Líderes Emergentes del Sector Público BID-
INCAE” (2017).

Chief Information Security 
Officer (CISO), 
Amazon Web Services (AWS)

Stephen Schmidt

His duties include leading product design, management, 
and engineering development efforts focused on bringing 
the competitive, economic and security benefits of cloud 
computing to business and government customers. Prior to 
joining AWS, Schmidt had an extensive career at the Federal 
Bureau of Investigation, where he served as a senior 
executive. His supervision included analysis of malicious 
code, computer exploitation tool reverse-engineering, and 
technical analysis of computer intrusions.

Senior Vice President, Americas 
Region & Global Strategic 
Products, Trend Micro

Hernan Armbruster

With more than 20 years of experience, Hernan works 
with law enforcement officials investigating cybercrime 
by providing intelligence and training that improve 
these law officers’ ability to solve cases. He has led new 
training initiatives to help address the cybersecurity skills 
shortage in Egypt, Brazil, Canada and the US. In 2017, 
Hernan was named one of the Top 50 Influential Hispanic 
Leaders in Latin America/Ibero America by the Hispanic 
IT Executive Council (HITEC).

Director of Content and Presenter 
of Mundo Hacker TV

Antonio Ramos

He has published more than 13 books on computer 
security and network hacking. He has conducted 
seminars and workshops related to system hacking and 
cybersecurity in different countries and congresses. He 
actively advises Ministries of Defense & Interior from 
different countries, in the field of cyber intelligence 
and cyber espionage. Ramos is the Director of Content 
and a Presenter of Mundo Hacker TV program. He also 
organizes the Mundo Hacker Day annual conference.
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(Samurai Blanco), CEO, Bushido 
Security and Team Member of 
Mundo Hacker Colombia 

Leonardo Huertas

Master’s degree in Computer Security from the 
International University of La Rioja - UNIR. He spent 20 
years of his life working for the Colombian Ministry of 
Defense, where he served as a Cybersecurity and Cyber 
Defense Advisor. He designed and implemented the 
National CERT of Colombia (colCERT) where he finished 
his career as coordinator of that organization. He was the 
technical leader of the first colombian national policy of 
cybersecurity and cyberdefense.

Corporate Manager of 
Information Security,
Falabella Group

Ximena Cisternas

Ms. Cisternas is considered a reference regarding 
cybersecurity strategies and implementation. In the last 
7 years she has been the Information Security Manager 
of the Falabella Group leading official security teams, 
and sharing security technology projects throughout 
the region. Additionally, she is the President of the 
SEGURINFO Academic Committee in Chile defining the 
main focus of international conferences that are hosted 
by SEGURINFO.

President, The Latin American 
Bank Federation (FELABAN) 

Jose Manuel Lopez

Jose Manuel Lopez is also the president of the Commerce 
Banks Association of the Dominican Republic (ABA). He 
worked in the Central Bank; and was the Manager of 
Economic Programming of the Agricultural Bank of the 
Dominican Republic. During his career, he was also 
involved in the private banking sector. As a professor of 
Economics, he has become a distinguished reference 
in academia. He has published books and articles 
internationally sharing his expertise.

Managing Director, Latin 
America & the Caribbean, 
SWIFT

Juan Martinez

Based in New York and Miami, Juan works closely with 
the financial services community in the region providing 
them with business solutions and technology, combined 
with global standards such as ISO 20022, to help increase 
process efficiency. Prior to this, Juan held several senior 
level positions across SWIFT. He holds a Master in IT 
Management from the E.S.I.C. Institute and Polytechnic 
University of Madrid.

Digital Forensics Expert,
Founder and President of 
MaTTIca

Andres Velazquez

He is an IT security and computer forensic expert.  In 
Latin America, he is recognized as one of the most 
experienced experts in cybercrime as Interpol, United 
Nations and multiple government agencies have required 
his knowledge and experience to train and solve cases 
related with the use of technology. He is the co-author 
of the book “Normatividad Bancaria 2017” as he wrote a 
chapter on Cybersecurity. He founded MaTTIca, the first 
Laboratory of Digital Investigations in America Latina. 

Chief Executive Officer, Spanish 
National Cybersecurity Institute 
(INCIBE)

Alberto Hernandez

Alberto Hernandez was responsible for the 
implementation of support services, technologies and 
activities while working in INCIBE. He also participated 
as an international expert in the OAS’s missions 
developing cybersecurity strategies. Before joining 
INCIBE he worked as the Head of Cyber-Defence at 
ISDEFE and was involved in the development of a Joint 
Cyber-Defence Command of the Spanish Armed Forces.

OAS Cybersecurity Symposium
SPEAKERS
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Belisario Contreras currently leads and coordinates 
the Cybersecurity capacity building efforts at the 
Organization of American State (OAS), where he 
manages the cybersecurity program. With over 14 years 
of experience in government and security initiatives, he 
possesses a deep understanding of in-country legislative 
and policymaking processes in the area of information 
technology and cybersecurity with a high knowledge of 
the Latin American and the Caribbean region.

Contact with strategic areas of Digital Policy and Law 
comprises her professional experience, particularly in 
Latin American countries. Barbara has been supporting 
Latin American countries in the development of their 
National Cybersecurity Strategies (NCS). She also 
conducts research to assess the state of cybersecurity 
in the region. She is a licensed Brazilian attorney with 
experience in the formulation of information and 
communications policy and regulation. 

With more than 17 years of experience in the areas of 
policy, regulation, control, planning and budgeting in the 
public sector in Colombia, particularly in the Information 
and Communications Technologies -ICT- and Television 
sector. He is founder of GACOF CONSULTING, a firm that 
provides consultancy to public and private organizations 
and is partner of GATECH SAS. In the ICT sector in 
Colombia, is a Strategic Adviser to the ICT Ministry.

With more than 25 years of experience, Bejarano has 
worked in IT encouraging the design and implementation 
of public policies in order to modernize and transform 
state technological platforms. He led the formulation of 
the current national Digital Security Policy of Colombia, 
represented Colombia to the United Nations Group of 
Governmental Experts on developments in the Field of 
Information and Telecommunications in the Context of 
International Security.

He focuses on global issues, promoting an open internet, 
and balanced intellectual property policies around the 
world. Prior to joining Public Knowledge, he worked for 
Argentina at the Board of the IDB and helped a Member of 
the European Parliament navigate digital rights’ issues. 
Agustin received his PhD in political science from the 
European University Institute, and an MSc in International 
Political Economy from the Vrije Universiteit Amsterdam. 

Francisco is a specialist in public policies related to 
human rights and digital technologies. He works in 
Privacy International focusing his work in defending the 
right to privacy in government systems and their use of 
data as well as its international network of organizations. 
Previously, he was a cybersecurity advisor for the 
Government of Chile, participating in the development 
of the National Cybersecurity Policy and as Director of 
Public Policies at the NGO Derechos Digitales.

Manager, Cybersecurity Program, 
OAS/CICTE Secretariat

Belisario Contreras
Cybersecurity Program Officer, 
OAS/CICTE Secretariat

Barbara Marchirori de Assis

ICT, Infrastructure & 
Cybersecurity Consultant,
Founder of Gacof Consulting

Orlando Garces 
Digital and Digital Government 
Consultant, Director and Founder 
of Tech and Law

Jorge Bejarano

Global Policy Director,
Public Knowledge

Agustin Rossi
Advocacy officer, 
Privacy International

Francisco Vera
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Pablo is part of Derechos Digitales since 2015. He works 
as a public policy analyst in the research and public 
policy team. His main function is the investigation and 
monitoring of legislative initiatives related to human 
rights and technology. He is a law graduate from the 
University of Chile.

At CERT, he works with different U.S. Federal Law 
Enforcement Agencies on “gap” areas of digital 
investigations and forensics. John has been engaged 
in several large scale incident responses for various 
customers. He has worked in helping government 
clients with capability building and training for cyber 
investigations and incident response. He supported 
various state, federal, and local law enforcement 
performing computer and mobile device forensics.

Larry Rogers has been at CERT for over 23 years where 
he works with different U.S. Federal Law Enforcement 
Agencies and also manages the CERT Linux. Rogers 
was also the principle architect of the Survivability and 
Information Assurance and several writings on the topic 
of Home Computer Security. Before working at CERT, 
Rogers was part of the Computer Science department 
and the Computing Center at Princeton University.  

Marco holds a Bachelor in Software Engineering and 
in Computer Science from SEK University. He has a 
broad career in cybersecurity and has performed jobs 
as a technology consultant in companies from various 
sectors, including media and public administration. He 
is one of INCIBE’s cybersecurity experts and a professor 
of several cybersecurity masters programs. He also 
partners with the European Commission in topics related 
to cybersecurity.

Daniel Firvida Pereira has more than 14 years of 
professional experience in Cybersecurity. He has been 
with the National Cybersecurity Institute for 11 years and 
has extensive experience in technical audits and ethical 
hacking. He has participated in activities and training 
assignments in the Center for Legal Studies of the 
Ministry of Justice, as well as for the Coordination and 
Studies Office of the Ministry of the Interior, and for the 
General Council of the Judiciary.

Julio Balderrama is the Vice-president of Cybersecurity 
Governance Space / ISOC Cybersecurity SIG. He is an 
expert in information security, cybersecurity and critical 
infrastructure. He has more than 25 years of experience in 
the field. He is also a specialist and trainer in CERT, CSIRTs 
and Security Operations Center (SOC) in governmental and 
private organizations. He is an authorized and accredited 
instructor of information security, cybersecurity, business 
continuity in more than 20 countries.

OAS Cybersecurity Symposium
SPEAKERS

Public Policy Analyst, 
Derechos Digitales

Pablo Viollier
CERT Technical Staff, Software 
Engineering Institute, Carnegie 
Mellon University 

John Dayton

Senior Member of Technical Staff 
at CERT / Software Engineering 
Institute

Larry Rogers
Cybersecurity Expert
Spanish National Cybersecurity 
Institute (INCIBE)

Marco Lozano

IT Security Researcher,
Spanish National Cybersecurity 
Institute (INCIBE)

Daniel Firvida
Cybersecurity Mentor, Certified 
Trainer, Lead Auditor & 
Implementer

Julio Balderrama
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International Information Security Consultant. Since 
2001, Martinez has experience as a Security Consultant, 
Pentester and CISO in global companies. He is the 
Founder of OWASP Uruguay chapter. He also volunteers 
to coordinate events like OWASP Latam Tour, OWASP 
Appsec Rio de la Plata and CharruaCon. He is a professor 
of the courses Ethical Hacking & Incident Management, 
and Software Security at ORT Uruguay University.

With more than ten years focusing on cyber capacity 
building, Johanna has led multiple projects covering 
a range of cyber strategy and policy issues for the U.S. 
Department of Defense, the intelligence community, 
Department of Justice and the Department of State.  
She also, delivers strategic cyber development expertise 
internationally, conducts capacity building workshops 
and provides research and analysis of cyber development 
issues to inform MITRE’s work globally.  

Mr. Harris works on cyber information sharing and 
capacity building efforts for the US Department of 
State and programs dealing with cybersecurity. For 
the last 13 years, he has been focused on building U.S. 
and international cybersecurity operational and policy 
capabilities. Harris focuses on cyber risk prevention, 
cybersecurity protection, incident response, information 
sharing, awareness and public/private partnership 
policies and programs. 

Paz is a telecommunications engineer, specialized in 
Information Security. He has managed government 
projects such as: private network development and 
implementation, design and development of the security 
system of the government platform, development and 
design of the PKI Uruguay and the national digital identity 
document. Additionally, he is co-author of the book 
“Wireless Engineer Body of Knowledge,” and the guide 
“Best Practices for Establishing a National CSIRT,” OAS.

Lagomarsino is responsible for the national and 
international coordination of security incidents and 
the implementation and development of response 
center services. He participates in the development of 
strategic plans regarding national cybersecurity. He also 
collaborates with the development of response capabilities 
against cybercrime, and he is in charge of the national 
cybersecurity laboratory. He is an experienced speaker and 
teacher in topics related to cybersecurity.

Gustavo has more than 20 years of private professional 
experience in IT and computer networks area. Presman 
is a professor of masters programs in the Republic of 
El Salvador and Argentina. Presman is a member of 
the program against Computer Crime of the Ministry 
of Justice. He is also a Human Rights Consultant in 
Corporate Investigation and trainer of Armed Forces, 
Provincial judicial powers and Police of Argentina and the 
region in Computer Forensic Investigation. 

Director,
Krav Maga Hacking

Mateo Martinez
Lead Cyber Security Engineer,
The MITRE Corporation

Johanna Vazzana

Principal Cybersecurity 
Policy Engineer,
The MITRE Corporation

Rick Harris
Director of Information Security, 
AGESIC, Director and Founder of 
National Cert in Uruguay (CERTuy)

Santiago Paz

Division Manager of the National 
Cybersecurity Incident Response 
Center of Uruguay (CERTuy)

Ignacio Lagomarsino
Digital Investigations and 
Forensics Expert
University of Buenos Aires

Gustavo Presman
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Carlos’s work is focused on helping the Internet 
community address abuse of Domain Name System 
resources. Also, he maintains working relationships 
with law enforcement cyber units from different 
countries. He was a pioneer in Latin America in matters 
related to software anti-piracy, information security 
from a legal perspective and cybercrime. Currently, he 
is a co-chair of M3AAWG’s DNS Abuse Special Interest 
Group.

Luis Almagro Lemes was elected Secretary General 
of the Organization of American States on March 18, 
2015, with the unanimous support of 33 of 34 member 
states, and one abstention. Upon taking leadership of 
the OAS, he announced that one of the central themes 
of his mandate would be “more rights for more people.” 
Prior to being the OAS Secretary General, Almagro was 
Foreign Minister of Uruguay from 2010 to March 1, 
2015.

He is also General Counsel and Chief Privacy Officer 
for Commerce Signals Inc., a start-up based in the Bay 
Area and Charlotte. Mr. Schrader is a former Senior Vice 
President and was the first Chief Privacy Officer of Visa Inc. 
Mr. Schrader was responsible for privacy and data security 
policies and issues and was a principal legal liaison for 
financial institutions on regulatory issues. He has written 
and taught on data and cyber security, privacy, payments 
innovation, and electronic commerce issues.

Mr. Dell’Acqua is the Executive Director of USUARIA, an 
Argentine NGO that focuses on IT and communications. 
He also serves as a member of the Digital Agenda 
Team in Argentina. He is an international IT consultant. 
Dell’Aqcua has represented Argentina during the UN 
Information Society World Summits of Athens, Tunisia 
and El Salvador, among others.

Andre Salgado has been the Latin America Head 
of Information Security for Citi since 2013, leading 
a team of 80 professionals dedicated to implement 
Citi’s Information Security programs and strategy in 
23 countries. Andre joined Citi in 2004 as a member of 
Brazil IS team and, 2 years later, moved into the Regional 
Office, where he took several roles and responsibilities. 
Before Citi, Andre worked for PwC as IT auditor and IS 
Consultant.

Before working for Public Knowledge, she was the Director 
for Cyber Policy in the National Security Division at the 
Department of Justice. Megan also served as Director 
for International Cyber Policy at the National Security 
Council. She was responsible for expanding the Obama 
Administration’s cybersecurity policy abroad, including 
the connection with internet governance, bilateral and 
multilateral engagement, and capacity building. 

OAS Cybersecurity Symposium
SPEAKERS

Director of Security, Stability and 
Resiliency Engagement (SRR)
ICANN

Carlos Alvarez
Secretary General,
Organization of American States

Luis Almagro

Executive Director, National 
Cyber Security Alliance (NCSA)

Russell Schrader
Executive Director of USUARIA

Juan Jose Dell’Acqua

LATAM Head of Information 
Security, Citi

Andre Salgado
Cybersecurity Policy Director,
Public Knowledge

Megan Stifel
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As Secretary of Digital Government, she is responsible 
for leading the digital transformation in public entities 
that constitute the National Computing System. This aims 
to bring the government of Peru closer to its citizens. 
Throughout her career, she was also involved in the 
academic environment while being part of the Ministry of 
Education, as well as a General Manager and Director in 
different educational institutions.

He has been a consultant to the IDB and FAO and has 
worked for ONGs such as the International Intellectual 
Property Institute, the International Republican Institute and 
the Heritage Foundation. In 2016 he was appointed as Vice 
President of Digital Transformation of the National Business 
Association of Colombia – ANDI. He seeks to promote 
information and best practices to the use of emerging 
technologies that allow the improvement of productivity and 
insertion of Colombia into global value chains.

Working with the National Chamber of the Electronic 
Industry, Telecommunications and Information 
Technologies (CANIETI) he has spread a new digital 
ecosystem in Mexico. He is also the Head of Government 
Affairs at Cisco Systems, position that allows him to drive 
IT, regulatory and corporative policies trough institutional 
relations. De la Cruz has a 20 year trajectory in the private 
sector and public service, excelling in his knowledge and 
contribution to the national growth of Mexico.

Carlos Landeros is a cybersecurity expert who develops 
equipment for the Chilean CSIRT. Mr. Landeros is also 
a representative of the Inter-ministerial Cybersecurity 
Committee. Previously, he was the Chief Information 
Officer (CIO) of the Interior Ministry of Chile where he over 
sought departments focused on security and support of 
IT projects; software development; and management of 
equipment and projects at a national level.

Mrs. Treppel has served as the Executive Secretary of 
CICTE/OAS since August 2016 where she is responsible 
for promoting the OAS’s counter-terrorism agenda. In 
addition to managing the day-to-day operations of the 
CICTE Secretariat, she leads OAS technical assistance 
efforts in such areas as cybersecurity, border control 
management, the prevention of terrorism finance and 
the proliferation of weapons of mass destruction, among 
others. 

Serves as the National Protection and Programs 
Directorate (NPPD) Assistant Secretary for the Office 
of Cybersecurity and Communications (CS&C). She is 
the Chief Cybersecurity Official for the Department of 
Homeland Security (DHS) and supports its mission of 
strengthening the security and resilience of the nation’s 
critical infrastructure. Prior to this position, she served 
as Acting Deputy under Secretary for Cybersecurity and 
Director for Strategy, Policy, and Plans for the NPPD. 

Secretary of Digital Government, 
Presidency of the Council 
of Ministers, Peru

Marushka Chocobar 
Vice President of Digital Transformation 
and Executive Director of the Chamber 
of Digital Industry and Services at ANDI

Santiago Pinzon

President of CANIETI

Mario de la Cruz
Director of the Red and Connectivity 
Program of Chile, Ministry of the 
Interior and Public Security of Chile

Carlos Landeros

Executive Secretary of the 
Inter-American Committee 
against Terrorism CICTE/OAS

Alison August Treppel
Assistant Secretary of the U.S. 
Department of Homeland 
Security (DHS)

Jeanette Manfra
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He supports customers of the public sector including 
federal governments, militaries, state/provincial 
governments, academic institutions, and non-profits 
from North to South America. Michael’s most notable 
leadership positions prior to AWS include: Deputy Chief 
Information Security Officer (CISO) Washington D.C., 
U.S. Navy’s Regional CISO for Asia, and U.S. Navy’s Chief 
Information Officer for Japan.

Soledad expertise is in penetration testing, looking for 
vulnerabilities on more than 10000 hosts, confirming, 
prioritizing and helping resolve them. She also perform 
threat awareness, network traffic analysis, incident 
response, forensic analysis, resolution of security 
incidents as well as promoting a strong security culture 
through technical consulting at the Lab. Soledad was 
named one of the Top 20 Most Influential Latinos in 
Technology for 2016 by CNET. 

Stacie Duhaney has spent over 15 years supporting the 
US federal government in both the counterterrorism and 
cyber spheres. Ms. Duhaney supports international cyber 
capacity building throughout Africa and Eastern Europe. 
She helps develop and implement workshops on multi-
lateral and bi-lateral engagements on national cyber 
strategies and cyber risk management. She is also the 
project lead for a team that specializes in virtual currency 
tracing and blockchain analysis.

Adrian Acosta is an expert on International Police 
Cooperation, specifically in Cybercrime. Since 2005 he 
works for the INTERPOL General Secretariat. Acosta 
is also a founding member of the Latin American 
Working Group on Cybercrime, and currently works 
as a digital crime officer for America in the INTERPOL 
Cybercrime Directorate. He actively shares his expertise 
in international conferences talking about cybercrime as 
a transnational felony. 

Omar Cruz is responsible for leading efforts within the 
National Cybersecurity & Communications Integration 
Center to help improve technology solutions for data 
analytics that enhances the Computer Network Defense 
Mission. Prior to joining US-CERT in 2013, Mr. Cruz spent 
years with FEMA as the Section Chief for Cyber Threat 
Management, and most recently served as the Branch 
Chief for Cyber Threat and Information Sharing at US-
CERT.

Tatiana has experience in human rights in the universal 
system – United Nations, and in the regional system 
- OAS. She started working in the Inter-American 
Commission on Human Rights in 2014 while involved 
in the Protection Group. Since January 2015, she has 
been part of the Special Rapporteur for Freedom of 
Expression as a lawyer. Tatiana worked with non-
governmental organizations in Switzerland and national 
and international institutions such as UNDP.
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